**Bare.ID and secunet present a new integrated solution for more security in login and authentication processes**

***[Essen/Wiesbaden, Germany, 5 April 2022]* As new partners, Bare.ID GmbH and secunet Security Networks AG are pooling their expertise and revolutionising the identity and access management market in Germany with their integrated solution. The combination of the single sign-on SaaS Bare.ID and the multi-factor authentication application secunet protect4use offers maximum protection for digital identities.**

The Bare.ID solution enables companies and public institutions to make login and authentication processes more secure and yet user-friendly. The SaaS solution based on the complex open source IAM framework Keycloak works according to the highest security standards and is hosted, managed and operated by the company of the same name exclusively in and from Germany - 100% GDPR-compliant. Bare.ID is now expanding the multi-factor authentication options available to include the particularly secure and at the same time user-friendly variant secunet protect4use, which complies with both BSI guidelines and industry-specific legal requirements and also enables multi-level logins and passwordless as well as out-of-band authentication at the highest level of security.

The increasing number of cyberattacks as well as extended legal requirements make multi-factor authentication for the protection of digital identities, which goes beyond a simple login procedure with user name and password, indispensable. When choosing among the many authentication options, there is often a balancing act between security, user-friendliness and costs. In this regard, secunet's solution stands out because it meets the highest security requirements and is extremely user-friendly. By mapping all relevant platforms for desktop and mobile devices, including all relevant browsers, all user groups are reached. The solution is secured with strong cryptography.

The integrated solution enables convenient single sign-on for all users after appropriate authentication and is maximally protected by the inclusion of secunet protect4use authentication. The Bare.ID SaaS interface is particularly user-friendly and all login processes can be managed centrally and securely. For customers, this means that time-consuming integration projects are no longer necessary and instead they can benefit from the highest security standards with just a few clicks. Both partners also rely on 100 per cent German data sovereignty and map the highest German security requirements and standards by design, which is why the solution can be used in compliance with regulations even in highly regulated industries.

The team of experts behind the combined solution brings together Keycloak, cybersecurity and cloud operation experts who, through years of experience in consulting and development, have extensive knowledge regarding the necessary security standards.
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**secunet – Protecting Digital Infrastructures**

secunet is Germany’s leading cybersecurity company. In an increasingly connected world, the company’s combination of products and consulting assures resilient digital infrastructures and the utmost protection for data, applications and digital identities. secunet specialises in areas with unique security requirements – such as cloud, IIoT, eGovernment and eHealth. With security solutions from secunet, companies can maintain the highest security standards in digitisation projects and advance their digital transformation.

Over 700 experts strengthen the digital sovereignty of governments, businesses and society. secunet’s customers include federal ministries, more than 20 DAX-listed corporations as well as other national and international organisations. The company was established in 1997, is listed in the Prime Standard segment of the Frankfurt Stock Exchange and generated revenues of 337.6 million euros in 2021 (preliminary business results as at January 21st, 2022).

secunet is an IT security partner to the Federal Republic of Germany and a partner of the German Alliance for Cyber Security.

*Further information can be found at* [*www.secunet.com*](http://www.secunet.com)
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**About Bare.ID**

Bare.ID GmbH, with the eponymous product Bare.ID, is part of the AOE Group and provides combined services and hosting in the identity and access management environment as SaaS. To integrate these into the customer's existing IT landscape, Bare.ID also offers consulting and individual software development services. In addition, the service portfolio includes the development and operation of customer-specific on-site solutions as well as supplementary IT security-relevant analyses, consulting, training and tests (security audits, penetration tests).