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With secunet and Vítkovice, the Czech Republic makes its borders EES-ready
[bookmark: _GoBack][Essen, Germany, 12 February 2021] The Czech Border Police awarded the first and main part of their European Entry/Exit System (EES) implementation to VÍTKOVICE IT SOLUTIONS a.s. and secunet Security Networks AG. As a result border control technology from secunet will help keeping the border control experience at Czech international airports fast, easy and secure after the introduction of the EES.
While the pandemic vastly impacted the travel sector, border authorities will need to be capable of handling increasing passenger numbers once life goes back to normal. Furthermore, authorities need to comply with new border control requirements for the EES including performing biometric enrolment of Third Country Nationals (TCN). At the same time, the number of TCN increases due to Brexit as UK travellers, which make up a large percentage of travellers at Prague airport, must now also be treated as TCN. Therefore, countries are seeking automated solutions for the high-quality capture of biometrics to enhance their stationary border control.
secunet, as a subcontractor to Vítkovice, will deliver such automated solutions for the manual border control (MBC) booth at various Czech airports including Václav Havel Airport in Prague. 58 secunet easykiosks will allow self-service pre-registration of TCN, thus speeding up processes at the MBC booth. 94 secunet easytowers will enable high-quality facial image acquisition. 
In addition to the hardware, the EES application will be integrated with the existing manual border control system. This software visualises the process and helps the border guards to monitor data capture, verification and background checks. 
secunet will also deliver a central server component, secunet easyserver, which coordinates the various border control components and directly communicates with the EU’s central EES system. 
Maintenance and support will be provided by prime contractor Vítkovice which will also deliver hardware peripherals for the MBC.
The next important milestone is a compliance test conducted by eu-LISA in October 2021. The rollout of all components is planned for the end of 2021. The Czech EES system implementation will be completed well before the EU’s deadline, which is currently April 2022. 
After the introduction of the EES, TCN will be required to register with four fingerprints and a facial image when they enter the Schengen area via land, sea or air borders. This biometric data will be stored in the central EES, together with the identity data and other information taken from the travel document, to create an individual file for each traveller. Each time the traveller enters or exits the Schengen area, this data is verified against actually captured biometrics and data from the travel document and recorded in their individual EES file with the digitally stored information replacing the previous manual stamping procedure for passports.
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secunet – Protecting Digital Infrastructures

In an increasingly networked world, Germany's leading cyber security company, secunet offers a combination of products and consulting services, robust digital infrastructures and the highest level of security for data, applications and digital identities. secunet specializes in areas with unique security requirements, like the cloud, IIoT, eGovernment and eHealth. With secunet's security solutions, companies can comply with the highest security standards in digitization projects and advance their digital transformation.

More than 700 experts strengthen the digital sovereignty of governments, businesses and society. secunet's customers include German federal ministries, national and international organizations and more than 20 DAX-listed corporations. The company was established in 1997, is listed in the Prime Standard segment of the Frankfurt Stock Exchange and generated revenues of 285.6 million euros in 2020 (preliminary business results as at January 22nd, 2021).

secunet is IT security partner of the Federal Republic of Germany and a partner of the Alliance for Cyber Security.

Further information can be found at www.secunet.com
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