**SINA Workflow approved by the BSI for information classified up to and including SECRET**

***[Essen, Germany, 2 February 2021]* SINA Workflow, secunet's solution for end-to-end digital processing of classified information (CI), has received approval (BSI-VSA-10523) from the German Federal Office for Information Security (BSI) up to and including the German classification level GEHEIM (SECRET). Thus SINA Workflow is currently the only approved and holistic solution for digital CI document management including CI registration**.

SINA Workflow addresses public authorities, industrial companies holding classified information and all other organisations that need to protect digital content at the highest level. The solution allows customers to create, register and manage CI documents entirely digitally and to distribute them securely in accordance with the "need-to-know" principle. For each piece of classified information in the system, the solution creates reliable proof of which processing and administrative steps have been implemented with it. For users, dealing with CI becomes faster, more efficient and more convenient. Paper-dependent steps in CI processing can be completely dispensed with.

Digital processes (workflows) within the solution enable collaborative work on documents and central modelling of recurring processes such as co-signatures. Organisation-specific processes can also be mapped. In general, the range of functions goes far beyond the mere registration and administration functions: For example, the solution offers an extensive role concept and provides functions for metadata, versioning, organisational structures, filtering and searching.

In administration, SINA Workflow has the potential to significantly simplify the entirety of digital CI processing. The advantages of digitisation are available for the first time for CI and highly sensitive documents. National and international authorities can benefit from the solution as it can speed up the handling of classified information many times over.

In the GEHEIM (SECRET) classification environment, SINA Workflow builds on the tried-and-tested SINA Workstation H. This means that existing customers can use the solution with the highly secure SINA clients they already have.
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**secunet – Protecting Digital Infrastructures**

In an increasingly networked world, Germany's leading cyber security company, secunet offers a combination of products and consulting services, robust digital infrastructures and the highest level of security for data, applications and digital identities. secunet specializes in areas with unique security requirements, like the cloud, IIoT, eGovernment and eHealth. With secunet's security solutions, companies can comply with the highest security standards in digitization projects and advance their digital transformation.

More than 700 experts strengthen the digital sovereignty of governments, businesses and society. secunet's customers include German federal ministries, national and international organizations and more than 20 DAX-listed corporations. The company was established in 1997, is listed in the Prime Standard segment of the Frankfurt Stock Exchange and generated revenues of 285.6 million euros in 2020 (preliminary business results as at January 22nd, 2021).

secunet is IT security partner of the Federal Republic of Germany and a partner of the Alliance for Cyber Security.

*Further information can be found at* [*www.secunet.com*](http://www.secunet.com)