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IGEL Thin Client software will in future be available as a SINA app
[Essen, 20 June, 2016] IGEL Technology Deutschland GmbH and secunet Security Networks AG have formed a technological partnership. The two companies intend to combine the IGEL Thin Client solution Universal Desktop Converter (UDC) with SINA technology for high-security applications.
The successful IGEL solution is to be launched in the form of a SINA app at the beginning of 2017, in a specially adapted version. SINA users will then be able to benefit from the advanced Thin Client functions of the IGEL software, supported by tried-and-tested SINA security. The new solution is particularly well-suited to mobile or remote work arrangements.
As the application runs within a virtualised guest session, the SINA device approvals – for example those of the SINA workstation up to the 'SECRET' level of confidentiality – are retained in full, with the result that they can still be used for processing, storing, transferring and tracing classified information and other sensitive data and documents. 
The advantages of the future SINA app from IGEL include that additional protocols such as VMware Horizon are supported, and that the functional scope of protocols already available in SINA is extended. Improved performance with lower bandwidths is just one example of the resulting benefits. 
Over the next few days, IGEL and secunet will introduce a proof of concept to SINA customers as part of an event. This PoC will highlight the additional options created by combining these two technologies.
The SINA Thin Client currently used in SINA devices will also continue to be a SINA component.
In principle, secunet is enabling partner companies to take selected solutions requested by SINA users and make them available in the form of SINA apps. Users also benefit from the shorter development time that this type of collaboration makes possible.

About SINA
[bookmark: _GoBack]SINA (Secure Inter-Network Architecture) is a high-security solution that secunet has developed on behalf of the German Federal Office for Information Security (Bundesamt für Sicherheit in der Informationstechnik, BSI). SINA is the only IP-based cryptography system with approvals from the BSI up to the 'GEHEIM' (SECRET) level of confidentiality as well as international approvals for EU SECRET and NATO SECRET. Notably, SINA has already been successfully used for many years by authorities and the armed forces. 
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About secunet

secunet is one of the leading German providers of high-quality IT security. Over 380 experts work in the areas of cryptography, e-government, business security and automotive security, and develop innovative products in these fields in addition to highly secure and reliable solutions. Many DAX companies as well as numerous authorities and organisations are among secunet's national and international customers, which total over 500. secunet is IT security partner of the Federal Republic of Germany and partner in the Alliance for Cyber Security. 
secunet was founded in 1997 and achieved sales of EUR 91.1 million in 2015. secunet Security Networks AG is listed on the Prime Standard of the German Stock Exchange

Additional data is available from www.secunet.com
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About IGEL Technology

A world leader in the development of powerful remote management software, software-defined thin clients, and thin and zero client solutions, IGEL Technology helps organizations improve the agility, efficiency, and security of their virtual desktop and application delivery systems. 

IGEL produces one of the industry's widest range of hardware thin and zero clients, based on Linux and Microsoft Windows, and leads the market in software based thin clients allowing customers to access a broad spectrum of server-based infrastructures and applications. IGEL also offers powerful and intuitive management software for easy deployment and administration of thin clients throughout any size organization. Partnerships with industry leaders like Citrix, VMware, Red Hat, Cisco and Microsoft ensure that IGEL provides the most up-to-date technology and trustworthy security to clients in industries that include Healthcare, Education & Research, Public Sector, Financial, Insurance, Retail, Logistics, and Manufacturing. 

IGEL has offices in the United Kingdom, Australia, France, the Netherlands, Austria, Belgium, Switzerland, Sweden, the United States, Germany, Shanghai, and Beijing and is represented by partners in over 50 countries worldwide. 
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