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Artikel 17 MAR*

**secunet Security Networks AG übernimmt SysEleven GmbH**

*[Essen, 17. Mai 2022]* Die secunet Security Networks AG (ISIN DE0007276503, WKN 727650; ***secunet***) erwirbt 100 Prozent der Anteile an der SysEleven GmbH (***SysEleven***). Der Kaufvertrag zur Übernahme des Cloud-Spezialisten wurde heute unterzeichnet. Mit der Akquisition baut secunet das Lösungsangebot in den Bereichen Cloud und Cloud Security deutlich aus.

SysEleven ist ein unabhängiger deutscher Anbieter von Cloud-Infrastruktur, Cloud-Services, Managed Services und Managed Kubernetes. Das Unternehmen verfügt über eine eigene, Open-Source basierte Cloud-Infrastruktur mit ISO27001 zertifizierten Rechenzentrumsstandorten in Deutschland (Infrastructure-as-a-Service) und stellt mit MetaKube eine Plattform für die effiziente Verwaltung und Optimierung von Rechen-, Speicher- und Netzwerkressourcen auf Basis von Kubernetes bereit (Managed Kubernetes). Die Gesellschaft mit Sitz in Berlin beschäftigt über 100 Mitarbeiterinnen und Mitarbeiter und betreut über 175 Kunden im DACH-Markt. Das Management der SysEleven bleibt nach der Übernahme weiterhin als Geschäftsführer operativ tätig.

Der Kaufpreis beläuft sich auf rund 50 Mio. Euro und kann sich durch erfolgsabhängige Komponenten (Earn-out), die sich bis ins Jahr 2024 erstrecken, um insgesamt 15 Mio. Euro erhöhen. Die Finanzierung des Kaufpreises erfolgt aus eigenen Mitteln. SysEleven erzielte im Jahr 2021 einen Umsatz von rund 15 Mio. Euro. Das Ergebnis vor Zinsen und Steuern (EBIT) lag bei etwa 1,3 Mio. Euro. secunet geht davon aus, dass die Akquisition keinen wesentlichen Einfluss auf die Prognose für das Geschäftsjahr 2022 haben wird.
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*Ende der Mitteilung*

**secunet – Schutz für digitale Infrastrukturen**

secunet ist Deutschlands führendes Cybersecurity-Unternehmen. In einer zunehmend vernetzten Welt sorgt das Unternehmen mit der Kombination aus Produkten und Beratung für widerstandsfähige, digitale Infrastrukturen und den höchstmöglichen Schutz für Daten, Anwendungen und digitale Identitäten. secunet ist dabei spezialisiert auf Bereiche, in denen es besondere Anforderungen an die Sicherheit gibt – wie z. B. Cloud, IIoT, eGovernment und eHealth. Mit den Sicherheitslösungen von secunet können Unternehmen höchste Sicherheitsstandards in Digitalisierungsprojekten einhalten und damit ihre digitale Transformation vorantreiben.

Über 800 Expert\*innen stärken die digitale Souveränität von Regierungen, Unternehmen und der Gesellschaft. Zu den Kunden zählen die Bundesministerien, mehr als 20 DAX-Konzerne sowie weitere nationale und internationale Organisationen. Das Unternehmen wurde 1997 gegründet. Es ist im SDAX gelistet und erzielte 2021 einen Umsatz von 337,6 Mio. Euro.

secunet ist IT-Sicherheitspartner der Bundesrepublik Deutschland und Partner der Allianz für Cyber-Sicherheit.

*Weitere Informationen finden Sie unter* [*www.secunet.com*](http://www.secunet.com)*.*

***Disclaimer***

*Diese Mitteilung enthält vorausschauende Aussagen. Vorausschauende Aussagen sind Aussagen, die nicht Tatsachen der Vergangenheit beschreiben; sie umfassen auch Aussagen über unsere Annahmen und Erwartungen. Jede Aussage in dieser Mitteilung, die unsere Absichten, Annahmen, Erwartungen oder Vorhersagen (sowie die zugrunde liegenden Annahmen) wiedergibt, ist eine vorausschauende Aussage. Diese Aussagen beruhen auf Planungen, Schätzungen und Prognosen, die der Geschäftsleitung der secunet Security Networks AG derzeit zur Verfügung stehen. Vorausschauende Aussagen beziehen sich deshalb nur auf den Tag, an dem sie gemacht werden. Wir übernehmen keine Verpflichtung, solche Aussagen angesichts neuer Informationen oder künftiger Ereignisse weiterzuentwickeln.*